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Top 10 Health Related  

Cyber Events for             
November: 

 

WannaCry Affected 34% of NHS 
Trusts in England, Investigation 
Finds 

Equifax Amassed Salary Details 
for People at 7,100 Companies 

Kromtech Security Discovers 
Health Data Breach of 150k Pa-
tients 

New KRACK Attack Breaks WPA2 
WiFi Protocol 

ShopRite Kingston, N.Y. Pharma-
cy Customers Data Exposed 

Blood Test Results Exposed in 
Cloud Repository 

FirstHealth Computer Network 
Threatened by Malware Virus 

Single National Data Breach Notifi-
cation Standard Proposed 

Data Breach Notification Most 
Clicked Subject in Phishing Tests 

PHI Security Could Be At Risk in  

Boston Scientific Medical Device 

NH-ISAC is pleased to publish a  
monthly member newsletter.  It is   
designed to bring events and other 
important ISAC information to your 
attention.  If there is something you 
would like to see included please 
email:   contact@nhisac.org 

 
 

 

Sara Hall Joins NH-ISAC as COO to Scale 

for Continued Growth and Increased         

Impact for Health and Public Health (HPH) 

Sector 

NH-ISAC is pleased to announce that Sara Hall has joined the 

ISAC as Chief Operating Officer. In her role Sara will be focused 

on internal operations and ensuring alignment and delivery of 

products and services with the needs of NH-ISAC members. 

Ms. Hall also serves on the Strategic Advisory Board of the      

International Consortium of Minority Cybersecurity Professionals 

(ICMCP), a non-profit working to bring more  minorities and   

women into the field of cybersecurity. Prior to her current role,  

Ms. Hall served as the Chief Information Security Officer (CISO) for health intelligence biotech 

company, Human Longevity, Inc., and before that as CISO for the U.S. Department of Health 

and Human Services (HHS). 

“This is a very exciting step in the evolution of the ISAC”, says Denise Anderson, President   

NH-ISAC, “The fact that we are bringing Sara on board speaks volumes for the growth and  

maturity of NH-ISAC. I’m eager to work with Sara to maintain and exceed member               

expectations and to enhance the security of the HPH sector and critical infrastructure         

community overall.” 

Having served on the Board of Directors of NH-ISAC for the last year, Ms. Hall brings an      

understanding of the organization and the direction it’s headed to expand cybersecurity        

solutions for the healthcare sector. Her experience across both private sector and              

Government lends unique insight into the needs of the industry. 

“It’s an important time to be a part of the future of NH-ISAC”, says Sara Hall, “As we see      

increasing cyber attacks, the world faces real risks to critical infrastructure. The ISAC         

performs a key function for the sector, providing the mechanism for members to share       

information, solutions, and resources to combat the threats against it. Under the leadership   

of Denise Anderson and the NH-ISAC Board, the organization has grown and evolved rapidly 

in recent years. I look forward to being a part of the team and helping NH-ISAC scale for        

continued growth and increased impact” 

As the CISO for Human Longevity, Inc., Ms. Hall mapped the Information Security Program 

against the NIST Cybersecurity Framework (CSF) and developed strategic and tactical plans  

to evolve the program, prioritized by risk to the organization. She established operating      

mechanisms to balance sound security practices across all technology functions. As the CISO 

and Deputy CISO for U.S. Department of Health and Human Services (HHS), Ms. Hall led the 

Office of Information Security and championed HHS efforts around cyber data sharing across 

government and with the private sector. Within HHS, Ms. Hall also led the Email as a Service 

(EaaS) project through initiation and procurement, consolidating its six email systems into a 

single email system, resulting in substantial savings for the Federal Government. Ms. Hall   

has a history identifying and leading change with results driven initiatives, as in the Booz    

Allen service offering she created for supporting Federal Information Security Management 

Act (FISMA) programs. Ms. Hall has a Bachelor’s of Science in Information Systems and           

Operations Management from the University of North Carolina at Greensboro. 
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Third Party Risk 
Governance 

Summit 

November 30 - December 1, 
2017 

Fairmont Princess, Scottsdale, 
AZ 

41-6 

Click here to register 
3% of breaches involve third  

* 
Dear Members,  
We invite you to extend this invitation to your third party vendors.  Have them attend, learn and 
become cyber resilient!  

 
  

FREE Admission to all service and solution providers of NH-ISAC Members 

 

The agenda and registration can also be found on our website under the TPRG Summit. 

 

 
 

Biotech/Pharma Security 
Workshop at MSD 

 
Tuesday, November 7, 2017 
Workshop: 8:30am – 5:30pm 

(local time) 
Breakfast and Lunch Included 

 
 

MSD 
Na Valentince 3336/4, Prague 5, 

Czech Republic 
 

Click Here to Register 

 
 

 

 

 

 

 

 

For more information and to keep up 
to date on our latest events  visit 

https://nhisac.org/events 

 

November: 

Business E-mail Compromise 

(BEC) Workshop - Somerville, 

MA, November 3 

Business E-mail Compromise 

(BEC) Workshop - Kansas City, 

MO, November 7 

Business E-mail Compromise 

(BEC) Workshop - Thousand 

Oaks, CA  November 8 

Health IT Summit - Beverly Hills 

Hotel  Los Angeles, CA,        

November 9 

December: 

Business E-mail Compromise 

(BEC) Workshop - New York, 

NY, December  5 

Regional Healthcare             

Cybersecurity Summit, Hebron, 

KY, December 7 

Health IT Summit - Dallas, TX, 

December 14 

 

Important Information 

 Don’t forget to make your hotel reservations!    

Reservations must be made on or before the      

cut-off date of Tuesday, November 7, 2017 to be 

eligible for the group rate.  Mention the group  

name “NH-ISAC 2017 Fall Summit” when making 

reservations via phone  or reserve your room 

online at:                                                                           

https://aws.passkey.com/event/49070336/ own-

er/12564/home to receive the negotiated            

conference room rate.     

 If you have not already registered, please go to           

https://nhisac.org/summitreg first to set up your  

account (this is a new registration site different 

than our past Summits).  Once you have created 

your account, please go to                             

https://nhisac.org/login/ and login.  This will take 

you to your dashboard and from there you can 

register.  

 Cyber Rodeo Summit Agenda is available on our 

website or enter https://nhisac.org/fall/agenda/ in 

your browser to view it 

 Please use our hashtag: #NHISACFall17  

https://nhisac.org/?nltr=MzU7NzM7aHR0cHM6Ly9uaGlzYWMub3JnL2V2ZW50cy8yMDE3LXRwcmctc3VtbWl0Lzs7Mjg3Y2E5NzJmOTdmYmFhZjBiMTVmMGFlYzRjMTE5YTY%3D
https://nhisac.org/events/nhisac-events/biotech-pharma-workshop-at-msd-prague/

